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Opj' eurce and-Dependadiiity™

0 Boir presentatlons addressed this topic,
JJ= inguished by the following subtitles:

-. ome challenges and lessons learned — Jean
= Arlat

'_-5- ~— A problem or a solution — Paulo Verissimo
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fJz Jenges and LLessons Learned

SNEXIErIENCE galned usmg COTS components

IRIER anagement — COTS vs. open-source
sSpiitware (0SS) components

= ependab|l|ty off OSS components
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— Cr|t|caI|ty classification of OSS components
= A: non-redundant
— B: duplicated
— C: triplicated
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= Flexibility in the elaboration and implementation
of a comprehensive policy for maintenance,
= deployment and durability

= Source code is available and can be freely
-~ modified

= 5-AVIOI’]ICS. Embedded Linux
— Required properties
— A possible prototype platform
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S Palie, Verissimo:
ARPlioblem or a Selution

BlViaiirclaim: With an adequate perspective, both
Bpen-source and black-box COTS components
Gain be combined harmoniously in robust and
B Cost-effective designs
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% COTS components are essential and a part of life
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= e Both open-source and black-box COTS
components are useful

® The right architectural approach is fundamental
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EXAIIPIES

J _-mholes made! firomi COIS components
SMANICB priototype using
B an infrastructure composed of normal
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— Pentium PCs
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~  — A real-time Linux OS
— a switched Fast-Ethernet LAN




—

SUlmary

i

50U presentations expressed optimism re the use

D

BFOPEn source components in dependable
5\/5tems via general observations and specific
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= HEBoth noted cons as well as pros in this regard
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: e Security issues re the use of open-source
components were touched on, but were not dealt

with specifically




